Мошенники не дремлют, схемы по выуживанию денег становятся все изощрённые, и попадают на них уже не только пенсионеры, но и опытные, социально активные люди.

Потенциальной жертве звонят в мессенджер «из самого ФСБ» и сообщают, что вот-вот должен связаться представитель Министерства юстиции. И действительно, вскоре ей звонит еще один неизвестный, который предупреждает: в отношении неё якобы замышляется мошенничество – неизвестные пытаются оформить кредит на ее имя. Чтобы предотвратить хищение денег, жертва должна оказать содействие работникам правоохранительных органов и Центробанка. Позже звонят еще люди и убеждают ее**оформить «зеркальный» кредит**. Это, по заверениям тех, кто убеждает, поможет обезопасить свои средства.

Следуя инструкциям мошенников, жертва берет банковский заем и переводит всю сумму на «безопасные счета». Далее есть варианты - мошенники сразу уходят со связи или же предлагают, например, прийти в отделение Сбербанка, в военкомат: мол, там обязаны вернуть деньги.**«Если не будут соглашаться — подожгите!» – убеждают мошенники.**Заканчивается это все очень грустно.

Правоохранители еще раз напоминают: никаких зеркальных кредитов и безопасных счетов не существует. Представители банков и силовых структур никогда не склоняют граждан к участию в спецоперациях по поимке преступников, не предлагают им оформить кредиты, не запрашивают данные банковской карты, включая PIN-код.